**Лекция №2: Основы информационной безопасности**

**Цель:** дать студентам представление об основных понятиях информационной безопасности, раскрыть сущность, задачи и компоненты системы защиты информации, а также сформировать понимание угроз информационной безопасности и методов их предотвращения.

### 1.1. Основные понятия информационной безопасности

Прежде чем говорить об обеспечении безопасности персональных данных, необходимо определить, что же такое *информационная безопасность*. Термин "*информационная безопасность*" может иметь различный смысл и трактовку в зависимости от контекста. В данном курсе под **информационной безопасностью** мы будем понимать защищенность информации и поддерживающей инфраструктуры от случайных или преднамеренных воздействий естественного или искусственного характера, которые могут нанести *неприемлемый ущерб* *субъектам информационных отношений*, в том числе владельцам и пользователям информации и поддерживающей инфраструктуры [[1](https://www.intuit.ru/studies/courses/697/553/literature" \l "literature.1)].

ГОСТ "*Защита информации*. Основные термины и определения" вводит понятие **информационной безопасности** как состояние защищенности информации, при котором обеспечены ее *конфиденциальность*, доступность и *целостность*.

* **Конфиденциальность** – состояние информации, при котором доступ к ней осуществляют только субъекты, имеющие на него право.
* **Целостность** – состояние информации, при котором отсутствует любое ее изменение либо изменение осуществляется только преднамеренно субъектами, имеющими на него право;
* **Доступность** – состояние информации, при котором субъекты, имеющие право доступа, могут реализовывать его беспрепятственно.

**Угрозы информационной безопасности** – совокупность условий и факторов, создающих потенциальную или реально существующую опасность нарушения безопасности информации [[2](https://www.intuit.ru/studies/courses/697/553/literature" \l "literature.2),[3](https://www.intuit.ru/studies/courses/697/553/literature" \l "literature.3)]. **Атакой**называется попытка реализации угрозы, а тот, кто предпринимает такую попытку, - **злоумышленником**. Потенциальные злоумышленники называются *источниками угрозы*.

*Угроза* является следствием наличия **уязвимых мест или уязвимостей** в информационной системе. Уязвимости могут возникать по разным причинам, например, в результате непреднамеренных ошибок программистов при написании программ.

Угрозы можно классифицировать по нескольким критериям:

* по *свойствам информации* (доступность, целостность, конфиденциальность), против которых угрозы направлены в первую очередь;
* по компонентам информационных систем, на которые угрозы нацелены (данные, программы, аппаратура, *поддерживающая инфраструктура*);
* по способу осуществления (случайные/преднамеренные, действия природного/техногенного характера);
* по расположению источника угроз (внутри/вне рассматриваемой ИС).

Обеспечение информационной безопасности является сложной задачей, для решения которой требуется *комплексный подход*. Выделяют следующие уровни защиты информации:

1. законодательный – законы, нормативные акты и прочие документы РФ и международного сообщества;
2. административный – комплекс мер, предпринимаемых локально руководством организации;
3. процедурный уровень – меры безопасности, реализуемые людьми;
4. *программно-технический уровень* – непосредственно средства защиты информации.

Законодательный уровень является основой для построения системы защиты информации, так как дает базовые понятия *предметной области* и определяет меру наказания для потенциальных злоумышленников. Этот уровень играет координирующую и направляющую роли и помогает поддерживать в обществе негативное (и карательное) *отношение* к людям, нарушающим информационную *безопасность*.

### 1.2. Закона РК "Об информации, информационных технологиях и о защите информации"

Одним из ключевых законов в области защиты информации является **Закон Республики Казахстан "Об информации, информационных технологиях и о защите информации"** от 27 июля 2006 года № 149. Этот закон регулирует отношения в сфере использования информационных технологий, защиты информации, а также установление прав и обязанностей субъектов, связанных с обработкой и защитой информации.

Некоторые основные моменты и понятия, закрепленные в этом законе, которые требуют пристального рассмотрения:

1. **Информация** - любые сведения, независимо от формы их представления, которые могут быть использованы, обработаны и переданы для достижения определенной цели.
2. **Информационные технологии** - это совокупность методов, средств и организационных мер, направленных на сбор, обработку, хранение и распространение информации.
3. **Защита информации** - комплекс мер, направленных на обеспечение конфиденциальности, целостности и доступности информации в процессе ее хранения, обработки и передачи.
4. **Персональные данные** - любая информация, относящаяся к физическому лицу, которое может быть идентифицировано на основе этих данных. Закон регулирует их защиту, включая права субъектов данных и обязанности операторов.
5. **Операторы информации** - физические и юридические лица, государственные органы, которые организуют или осуществляют обработку информации, в том числе персональных данных, и несут ответственность за соблюдение требований по ее защите.
6. **Конфиденциальность информации** - это соблюдение принципа, согласно которому информация не доступна несанкционированным лицам, и доступ к ней осуществляется только на основании соответствующего разрешения.
7. **Информационные системы** - организованные совокупности данных и информационных технологий, которые используются для обработки и защиты информации.
8. **Управление доступом** - установление правил доступа к информации для различных субъектов, с учетом уровня доверия, прав доступа и целей использования.
9. **Ответственность за нарушение защиты информации** - в том числе штрафы, приостановка деятельности и другие санкции в случае несанкционированного доступа, утечек данных и других нарушений.

Закон также регулирует многие аспекты, связанные с **криптографией**, **информационной безопасностью**, а также **защищенность электронных данных**.

Основное внимание уделяется обеспечению безопасности данных и предотвращению несанкционированного доступа, утечек и их незаконного использования. В этой связи особое значение имеют положения закона, касающиеся обязательств операторов по защите информации и ответственности за нарушения в этой области.

Для успешного соблюдения закона и обеспечения безопасного обращения с информацией организации и физические лица должны четко понимать свои права и обязанности, а также строго следовать установленным стандартам безопасности и нормативам.

Закон регулирует отношения, возникающие при:

* осуществлении права на поиск, получение, передачу, производство и распространение информации;
* применении информационных технологий;
* обеспечении защиты информации.

Закон дает основные определения в области защиты информации. Приведем некоторые из них:

* **информация**- сведения (сообщения, данные) независимо от формы их представления;
* **информационные технологии** - процессы, методы поиска, сбора, хранения, обработки, предоставления, распространения информации и способы осуществления таких процессов и методов;
* **информационная система** - совокупность содержащейся в базах данных информации и обеспечивающих ее обработку информационных технологий и технических средств;
* **обладатель информации** - лицо, самостоятельно создавшее информацию либо получившее на основании закона или договора право разрешать или ограничивать доступ к информации, определяемой по каким-либо признакам;
* **оператор информационной системы** - гражданин или юридическое лицо, осуществляющие деятельность по эксплуатации информационной системы, в том числе по обработке информации, содержащейся в ее базах данных.
* **конфиденциальность информации** - обязательное для выполнения лицом, получившим доступ к определенной информации, требование не передавать такую информацию третьим лицам без согласия ее обладателя [[4](https://www.intuit.ru/studies/courses/697/553/literature" \l "literature.4)].

В статье 4 Закона сформулированы принципы правового регулирования отношений в сфере информации, информационных технологий и защиты информации:

1. свобода поиска, получения, передачи, производства и распространения информации любым законным способом;
2. установление ограничений доступа к информации только законами;
3. открытость информации о деятельности государственных органов и органов местного самоуправления и свободный доступ к такой информации, кроме случаев, установленных законами;
4. равноправие языков народов Республики Казахстан при создании информационных систем и их эксплуатации;
5. обеспечение безопасности Республики Казахстан при создании информационных систем, их эксплуатации и защите содержащейся в них информации;
6. достоверность информации и своевременность ее предоставления;
7. неприкосновенность частной жизни, недопустимость сбора, хранения, использования и распространения информации о частной жизни лица без его согласия;
8. недопустимость установления нормативными правовыми актами каких-либо преимуществ применения одних информационных технологий перед другими, если только обязательность применения определенных информационных технологий для создания и эксплуатации государственных информационных систем не установлена законами.

Вся *информация* делится на **общедоступную** и ограниченного **доступа**. К общедоступной информации относятся общеизвестные сведения и иная *информация*, *доступ* к которой не ограничен. В законе, определяется *информация*, к которой нельзя ограничить *доступ*, например, *информация* об окружающей среде или деятельности государственных органов. Оговаривается также, что *ограничение доступа* к информации устанавливается законами в целях защиты основ конституционного строя, нравственности, здоровья, прав и законных интересов других лиц, обеспечения обороны страны и безопасности государства. Обязательным является соблюдение конфиденциальности информации, *доступ* к которой ограничен законами.

Запрещается требовать от гражданина (физического лица) предоставления информации о его частной жизни, в том числе информации, составляющей личную или семейную тайну, и получать такую информацию помимо воли гражданина (физического лица), если иное не предусмотрено законами.

Закон выделяет 4 категории информации в зависимости от порядка ее предоставления или распространения:

1. информацию, свободно распространяемую;
2. информацию, предоставляемую по соглашению лиц, участвующих в соответствующих отношениях;
3. информацию, которая в соответствии с законами подлежит предоставлению или распространению;
4. информацию, распространение которой в Республике Казахстан ограничивается или запрещается.

Закон устанавливает равнозначность электронного сообщения, подписанного электронной цифровой подписью или иным аналогом собственноручной подписи, и документа, подписанного собственноручно.

Дается следующее *определение* защите информации - представляет собой принятие правовых, организационных и технических мер, направленных на:

1. обеспечение защиты информации от неправомерного доступа, уничтожения, модифицирования, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении такой информации;
2. соблюдение конфиденциальности информации ограниченного доступа;
3. реализацию права на доступ к информации.

Обладатель информации, оператор информационной системы в случаях, установленных законодательством Республики Казахстан, обязаны обеспечить:

1. предотвращение несанкционированного доступа к информации и (или) передачи ее лицам, не имеющим права на доступ к информации;
2. своевременное обнаружение фактов несанкционированного доступа к информации;
3. предупреждение возможности неблагоприятных последствий нарушения порядка доступа к информации;
4. недопущение воздействия на технические средства обработки информации, в результате которого нарушается их функционирование;
5. возможность незамедлительного восстановления информации, модифицированной или уничтоженной вследствие несанкционированного доступа к ней;
6. постоянный контроль за обеспечением уровня защищенности информации.

Таким образом, РК "Об информации, информационных технологиях и о защите информации" создает правовую основу информационного обмена в РК и определяет *права* и обязанности его субъектов.

### 1.3 Триада безопасной ИТ-инфраструктуры – Конфиденциальность, Целостность, Доступность

Основой безопасной ИТ-инфраструктуры является триада сервисов – *Конфиденциальность*, *Целостность*, Доступность – *Confidentiality*, *Integrity*, *Availability* (*CIA*).

Целью информационной безопасности является обеспечение трех наиболее важных сервисов безопасности: *конфиденциальность*, *целостность* и доступность.

*Конфиденциальность* – это гарантия, что *информация* может быть прочитана и проинтерпретирована только теми людьми и процессами, которые авторизованы это делать. Обеспечение конфиденциальности включает процедуры и меры, предотвращающие *раскрытие информации* неавторизованными пользователями. *Информация*, которая может считаться конфиденциальной, также называется чувствительной. Примером может являться почтовое сообщение, которое защищено от прочтения кем бы то ни было, кроме адресата.

*Целостность* – это гарантирование того, что *информация* остается неизменной, корректной и аутентичной. Обеспечение целостности предполагает предотвращение и *определение* неавторизованного создания, модификации или удаления информации. Примером могут являться меры, гарантирующие, что почтовое сообщение не было изменено при пересылке.

***Доступность*** – это гарантирование того, что авторизованные пользователи могут иметь *доступ* и работать с информационными активами, ресурсами и системами, которые им необходимы, при этом обеспечивается требуемая *производительность*. Обеспечение доступности включает меры для поддержания доступности информации, несмотря на возможность создания помех, включая отказ системы и преднамеренные попытки нарушения доступности. Примером может являться *защита доступа* и обеспечение пропускной способности почтового сервиса.

Три основных сервиса – *CIA* – служат фундаментом информационной безопасности. Для реализации этих трех основных сервисов требуется выполнение следующих сервисов.

***Идентификация*** – сервис, с помощью которого указываются уникальные атрибуты пользователей, позволяющие отличать пользователей друг от друга, и способы, с помощью которых пользователи указывают свои идентификации информационной системе. *Идентификация* тесно связана с аутентификацией.

***аутентификация*** – сервис, с помощью которого доказывается, что участники являются требуемыми, т.е. обеспечивается *доказательство* идентификации. Это может достигаться с помощью паролей, смарт-карт, биометрических токенов и т.п. В случае передачи единственного сообщения *аутентификация* должна гарантировать, что получателем сообщения является тот, кто нужно, и сообщение получено из заявленного источника. В случае установления соединения имеют *место* два аспекта. Во-первых, при инициализации соединения сервис должен гарантировать, что оба участника являются требуемыми. Во-вторых, сервис должен гарантировать, что на соединение не воздействуют таким образом, что третья сторона сможет маскироваться под одну из легальных сторон уже после установления соединения.

Подотчетность – возможность системы идентифицировать отдельного индивидуума и выполняемые им действия. Наличие этого сервиса означает возможность связать действия с пользователями. Данный сервис очень тесно связан с сервисом невозможности отказа.

Невозможность отказа – сервис, который обеспечивает невозможность индивидуума отказаться от своих действий. Например, если потребитель сделал заказ, и в системе отсутствует сервис невозможности отказа, то потребитель может отказаться от факта покупки. Невозможность отказа обеспечивает способы доказательства того, что *транзакция* имела *место*, не зависимо от того, является ли *транзакция* online-заказом или почтовым сообщением, которое было послано или получено. Для обеспечения невозможности отказа как правило используются цифровые подписи.

***Авторизация*** – *права* и разрешения, предоставленные индивидууму (или процессу), которые обеспечивают возможность доступа к ресурсу. После того, как *пользователь* аутентифицирован, *авторизация* определяет, какие *права доступа* к каким ресурсам есть у пользователя.

Защита частной информации – уровень конфиденциальности, который предоставляется пользователю системой. Это часто является важным компонентом безопасности. Защита частной информации не только необходима для обеспечения конфиденциальности данных организации, но и необходима для защиты частной информации, которая будет использоваться оператором.

Если хотя бы один из этих сервисов не функционирует, то можно говорить о нарушении всей исходной триады *CIA*.

Для реализации сервисов безопасности должна быть создана так называемая "оборона в глубину". Для этого должно быть проделано:

1. Необходимо обеспечить гарантирование выполнения всех сервисов безопасности.
2. Должен быть выполнен *анализ рисков*.
3. Необходимо реализовать аутентификацию и управление *Идентификациями.*
4. Необходимо реализовать *авторизацию* доступа к ресурсам.
5. Необходимо обеспечение подотчетности.
6. Необходимо гарантирование доступности всех сервисов системы.
7. Необходимо управление конфигурацией.
8. Необходимо управление инцидентами.

### 1.4 Гарантирование выполнения

Обеспечение выполнения сервисов безопасности выполнить следующее:

* Разработать организационную политику безопасности.
* Рассмотреть существующие нормативные требования и акты.
* Обеспечить обучение сотрудников, ответственных за ИБ.

Гарантирование выполнения, наряду с анализом рисков, является одной из самых важных *компонент*, обеспечивающих создание обороны в глубину. Это является основой, на которой построены многие другие компоненты. Оценка гарантированности выполнения может во многом определять все состояние и уровень зрелости надежной инфраструктуры.

Организационная политика содержит руководства для пользователей и администраторов. Эта политика должна быть четкой, ясной и понимаемой не только техническими специалистами. Политика должна охватывать не только текущие условия, но и определять, что и как должно быть сделано, если произошла *атака*.

### 1.5 Анализ рисков

При *анализе рисков* первым делом следует проанализировать информационные *активы*, которые должны быть защищены.

Любое обсуждение риска предполагает *определение* и оценку информационных активов. Актив – это все, что важно для организации. Критический актив – это актив, который жизненно важен для функционирования организации, ее репутации и дальнейшего развития.

***Анализ рисков*** является процессом определения рисков для информационных активов и принятия решения о том, какие риски являются приемлемыми, а какие нет. *Анализ рисков* включает:

* Идентификацию и приоритезацию информационных активов.
* Идентификацию и категоризацию угроз этим активам.
* Приоритезацию рисков, т.е. определение того, какие риски являются приемлемыми, какие следует уменьшить, а какие избегать.
* Уменьшение рисков посредством использования различных сервисов безопасности.

Угрозой является любое событие, которое может иметь нежелательные последствия для организации. Примерами угроз являются:

* Возможность раскрытия, модификации, уничтожения или невозможность использования информационных активов.
* Проникновение или любое нарушение функционирования информационной системы. Примерами могут быть:
  + Вирусы, черви, троянские кони.
  + DoS-атаки.
  + Просмотр сетевого трафика.
  + Кража данных.
* Потеря информационных активов в результате наличия единственной точки отказа. Примерами могут быть:
  + Критичные данные, для которых нет резервной копии.
  + Единственное критичное место в сетевой инфраструктуре (например, базовый маршрутизатор).
  + Неправильное управление доступом к ключам, которые используются для шифрования критических данных.

Уязвимости, которые могут существовать в информационных активах, могут быть связаны с наличием:

* Слабых мест в ПО:
  + Использование установок по умолчанию (учетные записи и пароли по умолчанию, отсутствие управления доступом, наличие необязательного ПО).
  + Наличие ошибок в ПО.
  + Некорректная обработка входных данных.
* Слабых мест в архитектуре:
  + Наличие единственной точки отказа.
* Слабых мест, связанных с человеческим фактором.

Возможные стратегии управления рисками:

1. Принять риск. В этом случае организация должна иметь полное представление о потенциальных угрозах и уязвимостях для информационных активов. В этом случае организация считает, что риск не является достаточным, чтобы защищаться от него.
2. Уменьшить риск.
3. Передать риск. Организация решает заключить соглашение с третьей стороной для уменьшения риска.
4. Избежать риск.

### 1.6 Аутентификация и управление Идентификациями

*Идентификация* пользователя дает возможность вычислительной системе отличать одного пользователя от другого и обеспечивать высокую *точность* управления доступом к сервисам и ресурсам. Идентификации могут быть реализованы разными способами, такими как пароли, включая одноразовые, цифровые сертификаты, биометрические параметры. Возможны разные способы хранения идентификаций, такие как *базы данных*, ***LDAP***, смарт-карты.

Система должна иметь возможность проверить действительность (*аутентичность*) предоставленной идентификации. Сервис, который решает эту проблему, называется аутентификацией.

Термин сущность (*entity*) часто лучше подходит для обозначения предъявителя идентификации, чем термин *пользователь*, так как участниками аутентификационного процесса могут быть не только пользователи, но и программы и аппаратные устройства, например, веб-серверы или маршрутизаторы.

Разные требования к безопасности требуют разных методов идентификации и аутентификации. Во многих случаях бывает достаточно обеспечивать *безопасность* с помощью имени пользователя и пароля. В некоторых случаях необходимо использовать более сильные методы аутентификации.

Возможны следующие способы аутентификации.

#### 1.6.1 Пароли

Наиболее часто используемой формой идентификации на сегодняшний день является имя пользователя и пароль. Причины этого в том, что, во-первых, пользователи сами могут выбрать пароли, которые им легко запомнить, а всем остальным трудно отгадать, а, во-вторых, данный способ аутентификации требует минимальных административных усилий.

Однако использование паролей имеет определенные проблемы. Любой пароль, который является словом из некоторого словаря, может быть сравнительно быстро найден с помощью программ, которые перебирают пароли. Пароль, состоящий из случайных символов, трудно запомнить.

В большинстве современных приложений пароль не хранится и не передается в явном виде.

#### 1.6.2 Токены

Вместо того, чтобы в качестве идентификации использовать нечто, что кто-то знает, можно использовать нечто, что он имеет. Обычно под токенами понимаются некоторые аппаратные устройства, которые предъявляет пользователь в качестве аутентификации. Такие устройства позволяют пользователям не запоминать пароли. Примерами таких токенов являются:

* Смарт-карты.
* Одноразовые пароли.
* Устройства, работающие по принципу запроса – ответа.

#### 1.6.3 Биометрические параметры

Используются некоторые физические характеристики пользователя.

#### 1.6.4 Криптографические ключи

Криптография предоставляет способы, с помощью которых сущность может доказать свою идентификацию. Для этого она использует ключ, являющийся строкой битов, который подается в алгоритм, выполняющий шифрование данных. На самом деле ключ аналогичен паролю – это нечто, что сущность знает.

Существует два типа алгоритмов и, соответственно, два типа ключей – симметричные и асимметричные.

В случае использования асимметричных ключей необходимо развертывание инфраструктуры открытых ключей.

Во многих протоколах для взаимной аутентификации сторон могут использоваться ключи разных типов, т.е. одна из сторон аутентифицирует себя с помощью цифровой подписи (асимметричные ключи), а противоположная сторона – с помощью симметричного ключа (или пароля).

#### 1.6.5 Многофакторная аутентификация

В современных системах все чаще используется многофакторная *аутентификация*. Это означает, что аутентифицируемой сущности необходимо предоставить несколько параметров, чтобы установить требуемый уровень доверия.

#### 1.6.6 Централизованное управление идентификационными и аутентификационными данными

Для выполнения аутентификации для входа в сеть часто используются механизмы, обеспечивающие централизованную аутентификацию пользователя. Преимущества этого:

* Легкое администрирование.
* Увеличение производительности.

Примерами являются:

* Сервисы Директории:
  + Microsoft AD.
  + Различные реализации LDAP.
* Протоколы:
  + Radius.
  + PAP, CHAP.
  + Kerberos.
* Системы Казахстанской идентификации.

Целями систем идентификации являются:

* Обеспечить единую аутентификацию (так называемый Single Sign On – SSO) в пределах сетевого периметра или домена безопасности.
* Обеспечить пользователей возможностью легко управлять своими идентификационными данными.
* Создать родственные группы, которые могут доверять друг другу аутентифицировать своих пользователей.

### 1.7 Управление доступом

*Управление доступом* или *авторизация* означает *определение* прав и разрешений пользователей *по* доступу к ресурсам.

* Авторизация может быть реализована на уровне приложений, файловой системы и сетевого доступа.
* Принципы предоставления прав и разрешений должны определяться политикой организации.

Основные вопросы, на которые должен отвечать сервис авторизации: "Кто и что может делать в компьютерной системе или сети?" и "Когда и где он может это делать?".

Компоненты управления доступом:

Субъекты – *пользователь*, аппаратное устройство, процесс ОС или прикладная система, которым требуется *доступ* к защищенным ресурсам. *Идентификация* субъекта подтверждается с помощью механизмов аутентификации.

Объекты или ресурсы –файлы или любые сетевые ресурсы, к которым субъект хочет получить *доступ*. Это включает файлы, папки и другие типы ресурсов, такие как записи *базы данных* (*БД*), *сеть* или ее компоненты, например, принтеры.

Разрешения – *права*, предоставленные субъекту *по* доступу к данному объекту или ресурсу.

*Управление доступом* означает предоставление доступа к конкретным информационным активам только для авторизованных пользователей или групп, которые имеют право просматривать, использовать, изменять или удалять информационные *активы*. В сетевом окружении *доступ* может контролироваться на нескольких уровнях: на уровне файловой системы, на прикладном уровне или на сетевом уровне.

*Управление доступом* на уровне файловой системы может быть интегрировано в ОС. Как правило в этом случае используются *списки управления доступом* (Access *Control* *List* – *ACL*) или возможности (capabilities).

В случае использования *ACL* для каждого объекта создается *список*, в котором перечислены пользователи и их *права доступа* к данному объекту. В случае использования возможностей в системе хранится *список* разрешений для каждого пользователя.

При управлении доступом на сетевом уровне для разграничения трафика используются сетевые устройства.

При управлении доступом на сетевом уровне *сеть* может быть разбита на отдельные *сегменты*, *доступ* к которым будет контролироваться. Сегментацию на сетевом уровне можно сравнить с использованием управления доступом на уровне групп или ролей в файловой системе. Такое *деление* может быть основано на бизнес-задачах, необходимых сетевых ресурсах, выполняемых операциях (например, производственные сервера и тестовые сервера) или важности хранимой информации. Существует несколько способов сегментации сети. Двумя основными способами является использование маршрутизаторов и межсетевых экранов.

Маршрутизаторы являются шлюзами в *интернет* или делят внутреннюю *сеть* на различные *сегменты*. В этом случае маршрутизаторы выполняют различные политики разграничения трафика.

Межсетевыми экранами являются устройствами, просматривающими входящий и исходящий трафик и блокирующими пакеты в соответствии с заданными правилами.

Преимущества управления доступом на сетевом уровне:

* Возможное четкое определение точек входа, что облегчает мониторинг и управление доступом.
* Возможно скрытие внутренних адресов для внешних пользователей. Межсетевой экран может быть сконфигурирован как прокси или может выполнять преобразование адресов (Network Address Translation – NAT) для сокрытия внутренних IP-адресов хостов.

Недостатки управления доступом на сетевом уровне:

* Не всегда удается использовать подход "установить и забыть" – необходимо анализировать и изменять правила межсетевого экрана при изменении конфигурации или требований к безопасности.
* Может оказаться единственной точкой отказа.
* Анализирует только заголовки сетевого уровня.

*Управление доступом* на прикладном уровне предполагает использование разрешений и применение правил для доступа к приложениям и прикладным данным. В этом случае часто используются прокси-серверы.

Прокси-*сервер* является устройством или сервисом, который расположен между клиентом и целевым сервером. *Запрос* на *сервер* посылается к прокси-серверу. Прокси-*сервер* анализирует *запрос* и определяет, является ли он допустимым.

Преимущества управления доступом на прикладном уровне:

* Управление доступом отражает специфику конкретной целевой системы. Увеличивает точность (гранулированность) управления доступом.
* Может снизить влияние неправильной конфигурации отдельных хостов.
* Выполняется подробный анализ пакетов.
* Выполняется более сильная *аутентификация*.

Недостатки управления доступом на прикладном уровне:

* Прокси специфичны для приложений.
* Возможна несовместимость приложений с прокси. В этом случае можно только либо разрешать весть трафик, либо запрещать весь трафик.
* Высокая вычислительная нагрузка и, как следствие, возможно снижение производительности.

### 1.8 Обеспечение отчетности

Отчетность – это возможность знать, кто и что делал в системе и сети. Это включает:

* Создание и аудит системных логов.
* Мониторинг систем и сетевого трафика.
* Обнаружение проникновений.

Обеспечение отчетности позволяет знать, что происходит в компьютерных системах или сетях. Это может быть реализовано многими способами, но наиболее часто используются следующие:

* Конфигурирование системы таким образом, чтобы записывалась интересующая активность, такая как попытки входа пользователей в систему или сеть (успешные или не успешные).
* Инспектирование использования сети для определения типов сетевого трафика и его объема.
* Автоматический мониторинг систем для определения отключений сервисов.
* Использование систем обнаружения вторжений для оповещения администраторов о нежелательной активности в компьютерных системах или сетях.

При использовании подобных технологий важно правильно рассчитать количество необходимых ресурсов и время, необходимое для анализа собранных данных.

### 1.9 Гарантирование доступности

Гарантирование доступности состоит в определении точек возможного сбоя и ликвидации этих точек. Стратегии уменьшения негативных последствий отказов могут быть управленческие и технологические.

Первым делом следует определить потенциальные точки отказа в сетевой инфраструктуре. Такие критически важные устройства, как коммутаторы и маршрутизаторы, а также базовые с точки зрения функционирования серверы, такие как DNS-серверы, должны быть проанализированы с точки зрения возможного отказа и влияния этого на возможности функционирования ИТ. Это связано с управлением рисками – определить и минимизировать степень риска.

С точки зрения гарантирования доступности можно дать следующие определения.

Надежность – способность системы или отдельной компоненты вы-полнять требуемые функции при определенных условиях в указанный период времени.

*Избыточность* – создание одной или нескольких копий (*backup*) си-стемы, которые становятся доступными в случае сбоя основной системы, или наличие дополнительных возможностей системы для организации её отказоустойчивости.

*Отказоустойчивость* – способ функционирования, при котором функции *компонент* системы (такие как *процессор*, *сервер*, *сеть* или *БД*) выполняются дублирующими компонентами при отказе или плановом останове основных *компонент*. Способность системы или компонента продолжать нормально функционировать при отказе *ПО* или аппаратуры.

Необходимо проанализировать возможные точки отказа в следующих компонентах: данные, компоненты систем, сетевая *топология*, маршрутизаторы и коммутаторы, отдельные критичные сервисы.

Основные технологии обеспечения отказоустойчивости этих компо-нент:

* Данные:
  + Защита с помощью RAID.
  + Шифрование данных и управление ключом.
  + Стратегии создания копий и восстановления.
* Компоненты систем:
  + Горячее резервирование аппаратуры и подсистем.
  + Резервирование на уровне сетевых интерфейсов.
  + Резервирование данных на уровне ОС и приложений.
* Сетевая топология:
  + Обеспечение масштабируемости пропускной способности и количества интерфейсов.
* Маршрутизаторы и коммутаторы:
  + Использование протоколов, поддерживающих автоматиче-ское восстановление, таких как протоколы динамической маршрутизации, обладающие достаточной сходимостью и передающие минимальное количество служебной инфор-мации.
* Критические сервисы:
  + Обеспечение балансировки нагрузки для таких критических сервисов, как DNS, DHCP и т.п.
  + Обеспечение балансировки нагрузки для прикладных сер-веров (веб, почта, БД).
  + Обеспечение балансировки нагрузки для сетевых устройств, таких как межсетевые экраны и прокси-серверы.

### 1.10 Управление конфигурациями

При управлении конфигурациями необходимо обеспечить следующее:

* Регулярное обновление ПО.
* Управление и контроль существующих ресурсов.
* Управление изменениями.
* Оценка состояния сетевой безопасности.

Управление конфигурациями означает ежедневное использование проактивных технологий, которые гарантируют корректное функционирование ИТ-систем.

Управление обновлением *ПО* является одной из ежедневных обязанностей, которая является относительно простой. В идеале обновление должно проводиться на отдельном оборудовании и после тестирования переноситься на все производственные системы. Этого достаточно трудно добиться даже в небольших сетях. Различные производители, такие как Microsoft, и системы с открытым кодом, такие как Linux, уделяют большое внимание этой проблеме, и на сегодняшний день существуют достаточно зрелые технологии, например, *Windows Server* *Update* Services (WSUS), которые позволяют администратору управлять внесением обновлений в сетях, построенных с использованием ОС *Windows*. С другой стороны, для таких устройств сетевой инфраструктуры, как коммуникаторы и маршрутизаторы, обновление выполняется значительно труднее. Обычно они либо пол-ностью заменяются, либо должен быть загружен и заменен образ всей ОС.

*Эффективное управление* существующими ресурсами само *по* себе требует больших усилий. Все изменения конфигураций основных серверов и систем должны быть тщательно документированы.

Также важна регулярная оценка состояния сетевой безопасности. Существуют различные инструментальные средства, такие как *Baseline* *Security* *Analyzer* компании Microsoft и инструментальное средство с открытым кодом Nessus, которые помогают администратору выполнить такую оценку.

### 1.11 Управление инцидентами

Регулярно происходят какие-либо события, относящиеся к безопасности. При возникновении компьютерного инцидента важно иметь эффективные способы его распознавания. Скорость, в которой можно распознать, проанализировать и ответить на инцидент, позволяет уменьшить *ущерб*, нанесенный инцидентом.

### 1.12 Использование третьей доверенной стороны

Модель безопасного сетевого взаимодействия в общем виде можно представить следующим образом:

[![Описание: Использование третьей доверенной стороны](data:image/png;base64,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)](https://www.intuit.ru/EDI/03_01_18_12/1514931930-14492/tutorial/1334/objects/3/files/8.png)

[увеличить изображение](https://www.intuit.ru/EDI/03_01_18_12/1514931930-14492/tutorial/1334/objects/3/files/8.png)  
**Рис. 1.8.**Использование третьей доверенной стороны

В некоторых случаях для выполнения сервисов безопасности необходимо взаимодействие с третьей доверенной стороной (Third Trusted *Party* – *TTP*). Например, третья сторона может быть ответственной за распределение между двумя участниками секретной информации, которая не стала бы доступна оппоненту. Либо третья сторона может использоваться для решения споров между двумя участниками относительно достоверности передаваемого сообщения.

### 1.13 Криптографические механизмы безопасности

Перечислим основные криптографические *механизмы* безопасности:

Алгоритмы *симметричного шифрования* – *алгоритмы шифрования*, в которых для шифрования и расшифрования используется один и тот же *ключ*.

Алгоритмы *асимметричного шифрования* – *алгоритмы шифрования*, в которых для шифрования и расшифрования используются два разных ключа, называемые открытым и закрытым ключами, причем, зная открытый *ключ*, определить закрытый вычислительно трудно.

*Хэш-функции* – функции, входным значением которых является сообщение произвольной длины, а выходным значением – сообщение фиксированной длины. Хэш-функции обладают рядом свойств, которые позволяют с высокой долей вероятности определять изменение входного сообщения.

**Вопросы для закрепления материала**:

1. Что такое информационная безопасность и какие угрозы могут нарушать ее целостность?
2. Как ГОСТ "Защита информации. Основные термины и определения" определяет понятие информационной безопасности?
3. Какие три ключевых аспекта характеризуют информационную безопасность и как они влияют на защищенность данных?
4. Чем отличаются уязвимости и угрозы в контексте информационной безопасности?
5. Перечислите различные классификации угроз информационной безопасности.
6. В чем заключается отличие между случайными и преднамеренными угрозами?
7. Что является основным фактором, создающим угрозу информационной безопасности?
8. Приведите примеры угроз, нацеленных на конфиденциальность, целостность и доступность информации.
9. Опишите ключевые уровни защиты информации.
10. Как законодательный уровень влияет на систему защиты информации?
11. Какие меры безопасности могут быть реализованы на административном уровне для защиты информации?
12. Какие программно-технические средства обеспечивают защиту данных?
13. Какие ключевые понятия из Закона РК "Об информации, информационных технологиях и о защите информации" вы считаете наиболее важными для обеспечения безопасности данных?
14. Что подразумевает защита информации по Закону РК и какие меры предпринимаются для обеспечения конфиденциальности, целостности и доступности информации?
15. Какие обязанности накладывает Закон на операторов информационных систем?
16. Как законодательство регулирует сбор, обработку и распространение информации?
17. Что такое триада безопасности (CIA) и как она влияет на защиту информации?
18. Приведите примеры, иллюстрирующие каждый из аспектов триады: конфиденциальность, целостность, доступность.
19. Какова роль аутентификации и авторизации в обеспечении безопасности информации?
20. В чем заключается принцип "обороны в глубину" и как он применяется на практике для обеспечения информационной безопасности?
21. Как можно реализовать защиту информации от несанкционированного доступа и утечек данных?
22. Какие меры могут быть предприняты для предотвращения потери целостности данных?
23. Каковы основные принципы защиты персональных данных согласно Закону РК?